SWSI Development Meeting Notes

Meeting Date: July 5, 2000

Time: 1:00 PM

Place: Building 12, Rm. E200

Attendees: Maurice Assaraf, Steve Blackwell, Jy-Tai Chang, Gerald Klitsch, Jerry Rauser, Scott Robinson, Harshna Sampat, Tom Sardella, and Joe Stevens 

1. Action Item #9 response – Harshna Sampat reported that Bill Brown is still working on database estimates.
 

2. Action Item #11 response – Tom Sardella noted that there was an Action Item on SWSI from the DSMC SSDR on 06/27.  Jerry Rauser is to check on the Action Item.


3. Action Item #12 response – Scott Robinson stated that all accounts are ready and that each developer needs to set up pass phrases, developers will get keys generated by Scott.  Tom Sardella noted that each developer will be provided with a 30 day evaluation copy of Secure CRT so that they can securely connect to the SWSI development facility.  As soon as it as been established that everyone is working OK, Secure CRT software will be purchased for the developers.  It was noted that there needs to be a work-around for Jy-Tai Chang who is behind a firewall. 


4. NISN Penetration Testing (PT) on the SWSI development system is to be completed some time this week.

5. Action Item #18 response – Scott Robinson is still working on setting up Concurrent Versions System (CVS) script file for developers.

6. Demand Access System (DAS)

Tom Sardella expressed some concerns on possible DAS impacts on SWSI development.  He stated that we need to keep moving forward with our current design with the NCC; but, we need to keep abreast of DAS involvement also.  DAS involvement has not been established as of now, and may not even happen.  There is no need to put off our design work so not to impact SWSI implementation.  The SWSI Design Review is currently being planned for September.
7. Action Item #26 response - Tom Sardella noted that he is still waiting receipt of Jbuilder 3.5.

8. Action Item #27 response – Gerry Klitsch noted that the acqusition of Jswitch 1.1 will be done following the Jswitch demo to the ITT Industries/DAS personnel.

9. Tom indicated that each application should perform it’s own logging in the NCC format, which is used by NCCDS and NPG.  NPG has a delogger that can be used by SWSI to delog the logged messages.  Tom mentioned that there is no need for any sophisticated logging mechanism on SWSI, i.e., no need to have centralized master logger. 

